Administrative safeguards include written guidelines on handling personal information including agency-wide procedures for safeguarding personally identifiable information. In addition, all CFTC staff are required to take annual privacy and security training. Technical security measures within CFTC include restrictions on computer access to authorized individuals who have a legitimate need to know the information; required use of strong passwords that are frequently changed; multi-factor authentication for remote access and access to many CFTC network components; use of encryption for certain data types and transfers; firewalls and intrusion detection applications; and regular review of security procedures and best practices to enhance security. Physical safeguards include restrictions on building access to authorized individuals, 24-hour security guard service, and maintenance of records in lockable offices and filing cabinets.

**RECORD ACCESS PROCEDURES:**
Individuals seeking to determine whether this system of records contains information about themselves or seeking access to records about themselves in this system of records should address written inquiries to the Office of General Counsel, Commodity Futures Trading Commission, Three Lafayette Centre, 1155 21st Street NW, Washington, DC 20581. See 17 CFR 146.3 for full details on what to include in a Privacy Act access request.

**CONTESTING RECORD PROCEDURES:**
Individuals contesting the content of records about themselves contained in this system of records should address written inquiries to the Office of General Counsel, Commodity Futures Trading Commission, Three Lafayette Centre, 1155 21st Street NW, Washington, DC 20581. See 17 CFR 146.8 for full details on what to include in a Privacy Act amendment request.

**NOTIFICATION PROCEDURES:**
Individuals seeking notification of any records about themselves contained in this system of records should address written inquiries to the Office of General Counsel, Commodity Futures Trading Commission, Three Lafayette Centre, 1155 21st Street NW, Washington, DC 20581. See 17 CFR 146.3 for full details on what to include in a Privacy Act notification request.

**EXEMPTIONS PROMULGATED FOR THE SYSTEM:**
None.

**HISTORY:**
None.
Please submit your comments using only one method. All comments must be submitted in English, or if not, accompanied by an English translation. Comments will be posted as received to http://www.cftc.gov. You should submit only information that you wish to make available publicly. If you wish the Commission to consider information that you believe is exempt from disclosure under the Freedom of Information Act (FOIA), a petition for confidential treatment of the exempt information may be submitted according to the procedures established in §145.9 of the Commission’s regulations, 17 CFR 145.9. The Commission reserves the right, but shall have no obligation, to review, pre-screen, filter, redact, refuse, or remove any or all of a submission from http://www.cftc.gov that it may deem to be inappropriate for publication, such as obscene language. All submissions that have been redacted or removed that contain comments on the merits of the notice will be retained in the comment file and will be considered as required under all applicable laws, and may be accessible under the FOIA.

FOR FURTHER INFORMATION CONTACT: Melissa Jurgens, Acting Chief Privacy Officer, 202–418–5516, privacy@cftc.gov, Office of the Executive Director, Commodity Futures Trading Commission, Three Lafayette Centre, 1155 21st Street NW, Washington, DC 20581.

SUPPLEMENTARY INFORMATION:

I. Comments Online

The CFTC is obligated to collect comments on rulemakings and other regulatory action, which it timely publishes on its website to provide transparency in the informal rulemaking process under the Administrative Procedure Act (“APA”), 5 U.S.C. 553, and in the regulatory processes established in the Commodity Exchange Act, 7 U.S.C. 1 et seq. The CFTC also may solicit comments or other input from the public that may not be associated with statutory or regulatory notice and comment requirements. The Comments Online system collects and stores comments and input received by the Commission. Specifically, the system includes a web form on http://www.cftc.gov allowing individuals to submit their comments or input, along with their name, organization and contact information. Once submitted, the system stores this information in the Comments Online database. Any comments received by fax, postal mail, or email are uploaded by personnel into this database, collecting all comments into one database. The commenter’s name, organization, and comment or input are published to http://www.cftc.gov. The commenter’s contact information, or other additional personal information voluntarily submitted, is not published on the internet, unless the commenter has incorporated such information into the text of his or her comment. During an informal rulemaking or other statutory or regulatory notice and comment process, Commission personnel may manually remove a comment from publication if the commenter withdraws his or her comments before the comment period has closed or because the comment contains obscenities or other material deemed inappropriate for publication by the Commission. However, comments that are removed from publication will be retained by the Commission for consideration as required by the APA, or as part of the Commission’s documentation of a comment withdrawal in the event that one is requested.

II. The Privacy Act

Under the Privacy Act of 1974, 5 U.S.C. 552a, a “system of records” is defined as any group of records under the control of a Federal government agency from which information about individuals is retrieved by name or by some identifying number, symbol, or other identifying particular assigned to the individual. The Privacy Act establishes the means by which government agencies must collect, maintain, and use information about an individual in a government system of records.

Each government agency is required to publish a notice in the Federal Register in which the agency identifies and describes each system of records it maintains, the reasons why the agency uses the information therein, the routine uses for which the agency will disclose such information outside the agency, and how individuals may exercise their rights under the Privacy Act.

In accordance with 5 U.S.C. 552a(r), CFTC provided a report of this system of records to the Office of Management and Budget (OMB) and to Congress.

III. Notice: Comments Online, CFTC–45.

SYSTEM NAME AND NUMBER

Comments Online, CFTC–45.

SECURITY CLASSIFICATION:

Unclassified.
contain other personal information, although the comment submission instructions advise commenters not to include additional personal or confidential information. The system may also contain summaries or memorializations of ex parte communications input by CFTC staff related to the proposed rule, statutory or regulatory provision, or Commission activity.

RECORD SOURCE CATEGORIES:
Individuals and organizations providing comments or other input to the Commission.

ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING CATEGORIES OF USERS AND THE PURPOSES OF SUCH USES:
These records and information in these records may be used:
(a) To disclose in any administrative proceeding before the Commission, in any injunctive action authorized under the Commodity Exchange Act, or in any other action or proceeding in which the Commission or its staff participates as a party or the Commission participates as amicus curiae;
(b) To disclose to Federal, State, local, territorial, Tribal, or foreign agencies for use in meeting their statutory or regulatory requirements;
(c) Information may be disclosed to any “registered entity,” as defined in section 1a of the Commodity Exchange Act, 7 U.S.C. 1, et seq. (“the Act”), to the extent disclosure is authorized and will assist the registered entity in carrying out its responsibilities under the Act. Information may also be disclosed to any registered futures association registered under section 17 of the Act to assist it in carrying out its self-regulatory responsibilities under the Act, and to any national securities exchange or national securities association registered with the Securities and Exchange Commission to assist those organizations in carrying out their self-regulatory responsibilities under the Securities Exchange Act of 1934, 15 U.S.C. 78a, et seq.;
(d) To disclose to contractors, grantees, volunteers, experts, students, and others performing or working on a contract, service, grant, cooperative agreement, or job for the Federal government when necessary to accomplish an agency function;
(e) To disclose to Congress upon its request, acting within the scope of its jurisdiction, pursuant to the Commodity Exchange Act, 7 U.S.C. 1 et seq., and the rules and regulations promulgated thereunder;
(f) To disclose to appropriate agencies, entities, and persons when (1) the Commission suspects or has confirmed that there has been a breach of the system of records; (2) the Commission has determined that as a result of the suspected or confirmed breach there is a risk of harm to individuals, the Commission (including its information systems, programs, and operations), the Federal Government, or national security; and (3) the disclosure made to such agencies, entities, and persons is reasonably necessary to assist in connection with the Commission’s efforts to respond to the suspected or confirmed breach or to prevent, minimize, or remedy such harm; or
(g) To disclose to another Federal agency or Federal entity, when the Commission determines that information from this system of records is reasonably necessary to assist the recipient agency or entity in (1) responding to a suspected or confirmed breach or (2) preventing, minimizing, or remedying the risk of harm to individuals, the recipient agency or entity (including its information systems, programs, and operations), the Federal Government, or national security, resulting from a suspected or confirmed breach.

POLICIES AND PRACTICES FOR STORAGE OF RECORDS:
The Comments Online system of records stores records in this system electronically. The records are stored on the Commission’s secure network and secure back-up media.

POLICIES AND PRACTICES FOR RETRIEVAL OF RECORDS:
Information covered by this system of records notice may be retrieved by name of the individual providing the comment or input, name of the individual on whose behalf a comment or input is provided, number assigned to the comment or input, or the subject matter, such as the proposed rule or industry filing to which the comment or input pertains.

POLICIES AND PRACTICES FOR RETENTION AND DISPOSAL OF RECORDS:
Comments received per the notice and comment requirement of the APA will be retained permanently in accordance with the Commission’s records disposition schedule. All other submissions received that do not fall under proposed rulemaking will be retained in accordance with the retention period for the appropriate subject item in the Commission’s records disposition schedule. All approved schedules are available at http://www.cftc.gov.

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL SAFEGUARDS:
Records are protected from unauthorized access and improper use through administrative, technical, and physical security measures. Administrative safeguards include written guidelines on handling personal information including agency-wide procedures for safeguarding personally identifiable information. In addition, all CFTC staff are required to take annual privacy and security training. Technical security measures within CFTC include restrictions on computer access to authorized individuals who have a legitimate need to know the information; required use of strong passwords that are frequently changed; multi-factor authentication for remote access and access to many CFTC network components; use of encryption for certain data types and transfers; firewalls and intrusion detection applications; and regular review of security procedures and best practices to enhance security. Physical safeguards include restrictions on building access to authorized individuals, 24-hour security guard service, and maintenance of records in lockable offices and filing cabinets.

RECORD ACCESS PROCEDURES:
Individuals seeking to determine whether this system of records contains information about themselves or seeking access to records about themselves in this system of records should address written inquiries to the Office of General Counsel, Commodity Futures Trading Commission, Three Lafayette Centre, 1155 21st Street NW, Washington, DC 20581. See 17 CFR 146.3 for full details on what to include in a Privacy Act access request.

CONTESTING RECORD PROCEDURES:
Individuals contesting the content of records about themselves contained in this system of records should address written inquiries to the Office of General Counsel, Commodity Futures Trading Commission, Three Lafayette Centre, 1155 21st Street, NW, Washington, DC 20581. See 17 CFR 146.8 for full details on what to include in a Privacy Act amendment request.

NOTIFICATION PROCEDURES:
Individuals seeking notification of any records about themselves contained in this system of records should address written inquiries to the Office of General Counsel, Commodity Futures Trading Commission, Three Lafayette Centre, 1155 21st Street NW, Washington, DC 20581. See 17 CFR 146.3 for full details.
DEPARTMENT OF DEFENSE
Office of the Secretary
[Docket ID: DOD–2019–OS–0008]

Submission for OMB Review; Comment Request

AGENCY: Office of the Under Secretary of Defense for Acquisition and Sustainment, DoD.

ACTION: 30-Day information collection notice.

SUMMARY: The Department of Defense has submitted to OMB for clearance the following proposal for collection of information under the provisions of the Paperwork Reduction Act.

DATES: Consideration will be given to all comments received by May 28, 2019.

ADDRESSES: Comments and recommendations on the proposed information collection should be emailed to Ms. Jasmeet Seehra, DoD Desk Officer, at oira_submission@omb.eop.gov. Please identify the proposed information collection by DoD Desk Officer, Docket ID number, and title of the information collection.

FOR FURTHER INFORMATION CONTACT: Angela James, 571–372–7574, or whs.mc-alex.esd.mbx.dd-dod-information-collections@mail.mil.

SUPPLEMENTARY INFORMATION:

Title: Associated Form; and OMB Number: Militarily Critical Technical Data Agreement; DD Form 2345; OMB Control Number 0704–0207. Type of Request: Extension without change.

Number of Respondents: 8,000. Responses per Respondent: 1. Annual Responses: 8,000. Average Burden per Response: 20 minutes.

Needs and Uses: The information collection requirement is necessary as a basis for certifying enterprises or individuals to have access to DoD export-controlled militarily critical technical data subject to the provisions of 32 CFR 250. Enterprises and individuals that need access to unclassified DoD-controlled militarily critical technical data must certify on DD Form 2345, Militarily Critical Technical Data Agreement, that data will be used only in ways that will inhibit unauthorized access and maintain the protection afforded by U.S. export control laws. The information collected is disclosed only to the extent consistent with prudent business practices, current regulations, and statutory requirements and is so indicated on the Privacy Act Statement of DD Form 2345.

AFFECTED PUBLIC: Individuals and households; businesses or other for-profit; not-for-profit institutions.

Frequency: On occasion.

Respondent’s Obligation: Required to obtain or retain benefits. OMB Desk Officer: Ms. Jasmeet Seehra.

You may also submit comments and recommendations, identified by Docket ID number and title, by the following method:

• Federal eRulemaking Portal: http://www.regulations.gov. Follow the instructions for submitting comments.

Instructions: All submissions received must include the agency name, Docket ID number, and title for this Federal Register document. The general policy for comments and other submissions from members of the public is to make these submissions available for public viewing on the internet at http://www.regulations.gov as they are received without change, including any personal identifiers or contact information.

DoD Clearance Officer: Ms. Angela James.

Requests for copies of the information collection proposal should be sent to Ms. James at whs.mc-alex.esd.mbx.dd-dod-information-collections@mail.mil.


Aaron T. Siegel,
Alternate OSD Federal Register Liaison Officer, Department of Defense.

DEPARTMENT OF EDUCATION
Draft Mathematics Assessment Framework for the 2025 National Assessment of Educational Progress (NAEP)

AGENCY: National Assessment Governing Board, U.S. Department of Education.

ACTION: Notice of opportunity for public comment for the Mathematics Assessment Framework for the 2025 National Assessment of Educational Progress (NAEP).

SUMMARY: The National Assessment Governing Board (Governing Board) is soliciting public comment for guidance in updating the Assessment Framework for the 2025 National Assessment of Educational Progress (NAEP) in Mathematics.

The Governing Board is authorized to formulate policy guidelines for NAEP. The NAEP legislation specifies that the Governing Board determines the content to be assessed for each NAEP Assessment. Each NAEP subject area assessment is guided by a framework that defines the scope of the domain to be measured by delineating the knowledge and skills to be tested at each grade and subject, the format of the assessment, and the achievement level definitions—guiding assessments that are valid, reliable, and reflective of widely accepted professional standards. The NAEP Mathematics Assessment Framework was last revised in 2006. It is anticipated that the current update of the NAEP Mathematics Assessment Framework will be presented for approval at the National Assessment Governing Board quarterly meeting on August 1–3, 2019.

Public and private parties and organizations are invited to provide written comments and recommendations on the draft framework. This notice sets forth the review schedule and provides information for accessing additional materials that will be useful for this review.

DATES: Comments must be received no later than June 7, 2019.

ADDRESSES: Comments should be uploaded at the following URL: https://www.naepframeworkupdate.org. Comments may also be provided via email at nazeomath@wested.org.


If you use a telecommunications device for the deaf (TDD) or a text telephone (TTY), call the Federal Relay Service (FRS), toll-free, at 1–800–877–8339.

SUPPLEMENTARY INFORMATION: Assessment and Item Specifications elaborate on the framework as guidance for item development conducted by the National Center for Education Statistics.